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Follow these steps to set up an Adobe Sign application with the endpoint. Via a web browser, go to
https://secure.echosign.com/public/login and log in to your account.

1. Select Account.
2. Select API Applications.

3. Click the +
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4. Name App.

Create

Provide a name for your application to issue a set of credentials for use with Adobe Document Cloud's
AP

Name:

My Cool App

Display Name: My Cool App ‘

Domain: (8) CUSTOMER (This application will only have access to data within
your account)

) PARTNER (This application will have access to any authorized

Adobe Document Cloud account) ‘a

5. Click Save.
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6. Click Configure OAuth for Application.
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7. Make note of Client ID and Secret.
8. Input redirect URL.

9. Select Scope.



10. Click “Save”.

Configure OAuth

Client ID:
Client Secret:
Redirect URI:
rectLii requests must belang to this list of uris. You con mention multiple uris
@5 comma separated list.
Enabled Scopes

You must enable the scopes that you intend to request through the OAuth protocol Please limit the scopes that you enable to the
minimum set necessary for your application, which is one of the requirements for Certification.

Please contact suppart if you need to change which scapes are enabled far your application. (@)

Note that only Group Admins can approve Oduth at use the “group” scope modifier, and only Accaunt Admins can approve
Orwth requests that use the “account” scape madi
Enabled? Scope Meodifier on

user_read account & WWiew users in your account
user_write account & WCreate or manage users within your account
user_login account & NLogn on behalf of any user in your account

agreement_read account & Naccess documents & data on behalf of any user in your account
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@ agreerment_write account & WManage the status of documents on behalf of any user in your account

@ agreement_send accaunt & WSend documents on behalf of any user in your account

E widget_read accaunt & WView widgets on behalf of any user in your account

E widget_write @ Create, edit or publish widgets on behalf of any user in your account

= library_read @ \iew templates and dacument Library an behalf of any user in your aceount

= library_write @ Manage the templates and document library on behalf of any user in your
account

= warkflew_read @ \iew warkflows or behall of any user in your account

= warkflow_write @ Create werkflows on behalf of any user in your account




