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In order to authenticate an instance of the DocuShare Flex connector, you must first register an
app in your DocuShare Flex account by completing these steps:

1. Inaweb browser, navigate and sign in to your DocuShare Flex account. Note: you will also
need to provide your DocuShare Flex domain when authenticating. See DocuShare Flex
Authenticate a Connector Instance.

2. Onthe left-hand navigation bar, click Administration.
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3. Onthe Site Administration page, click Application Settings > Oauth Application >
Register Application.
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4, On the Register Application page, complete these steps:
o Inthe Application Name field, enter a name for your application.
o Inthe Application Redirect URI field, enter
https://auth.cloudelements.io/ocauth .

o Click Register.
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5. After successfully registering your application, click Manage Applications from the left-
hand navigation bar.
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6. On the Manage Applications page, find your application on the list and note the

application ID and application secret, as you will need to provide them when you
authenticate a connector instance.
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